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Outline – Spyware Adware and Malware
Speech Title:  Spyware, Adware, Malware, and You

Specific Purpose:  To inform the audience of the dangers of spyware, adware, malware, and preventative measures that can be taken to help with all three.

I. Introduction

a.  Attention factor – Suspense – Story about surfing the internet…pop-ups, herbal Viagra supplements, dating services, pornography.
b. Tie to audience – Everybody uses computers, so everyone should know about spyware and adware, the dangers of it (key loggers, identity theft, obtrusion to lifestyle, etc.) and the usage of pop-up blockers, anti-adware, and anti-spyware programs to improve quality of your experience while using a computer.

c. Credibility establishment – Microsoft A+ core certification in Windows 2000, XP, Vista, and Network Maintenance, Repair, and Administration.
d. Thesis – It is important for the typical computer user to know about spyware, adware, malware, the dangers of them all, and prevention methods to protect you from the three.
Preview – “Today I’m going to speak to you all about the three types of malicious threats, the dangers they impose on you and your computer, and ways you can prevent your computer from being compromised by a third party.”

II. Transition into Body

III. Body – Part 1
A. Types of Malicious computer programs/applets

* Spyware*
Definition - http://dictionary.reference.com/browse/spyware
1.  Software that secretly gathers information about a person or organization. 

2.  Any malicious software that is designed to take partial or full control of a computer's operation without the knowledge of its user.
                             *Adware*



Definition - http://dictionary.reference.com/browse/adware
1. a software application in which advertisements are displayed while the program is running, esp. in pop-up windows or banners, and which often is installed without the user's knowledge or consent; also called advertising-supported software
*Malware*

Definition - http://dictionary.reference.com/browse/malware
1.  A software application in which advertisements are displayed while the program is running, esp. in pop-up windows or banners, and which often is installed without the user's knowledge or consent; also called advertising-supported software
B. What can happen because of spyware

C. How they are put on your computer

IV. Body – Part 2

A. Dangers they all can impose on your computer

1. Passwords obtained

2. Personal information sold to other companies; privacy invaded

3. Reap havoc on your computer, causing you to reformat and reinstall operating system, drivers, and software.

B. Prevention methods – programs

1. Ad-aware

2. Hi-Jack This

3. Windows Defender

C. Analogy of Malicious programs – water in ocean, draining with spoon.

V. Conclusion

A. Brakelight – To sum all of this information up…

B. Summary – summarizing different types, dangers, and programs available.

C. Tie back to audience – Show benefit of “being in the know” about the three malicious types of programs and ways to prevent them from infecting your computer.

D. Ending line – Going back to ocean analogy – “With this information, you might not be able to drain an ocean with a spoon, but at least you have a bucket and a little more of a fighting chance.”

